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[Sections 52070.1 through 52070.3 are unchanged] 
 
[Section 52070.4 is eliminated] 

[Sections 52070.5 through 52070.6.1.1 are unchanged]   
 
52070.6.2 Gang Identification and Validation 
 Revised August 9, 2011 
Departmental regulations and procedures for identification of gang affiliates shall be uniformly 
applied.  Each institution, parole region, and field office of the Office of Correctional Safety 
(OCS) shall assign gang investigators to identify gangs and gang involved individuals.  The 
Chief, OCS, shall have management responsibility for the validation of those inmates/parolees so 
identified by the gang investigators as outlined in this DOM Article. 
 
[Sections 52070.6.3 through 52070.11.1 are unchanged] 
 
52070.11.2 Gang Involved Parolee Arrest/Incident Notifications 
 Revised August 9, 2011 
The Paroles Operations Administrator shall ensure that the Gang Intelligence Operations Unit is 
promptly notified of all arrests or incidents involving gang-affiliated parolees.  The Operations 
Administrator shall maintain a close working relationship with the SAC, OCS, and the Senior 
Special Agent, Gang Intelligence Operations, regarding gang management matters. 
 
[Section 52070.12 is unchanged] 
 
52070.12.1 Relationship with DAPO and OCS 
 Revised August 9, 2011 
The Office of Correctional Safety, Fugitive Apprehension Team Administrator, or designee, 
shall maintain a close working relationship with the DAPO Administration regarding significant 
incidents involving parolees.  All incidents which require arrest, surveillance, or consultation and 
are considered serious in nature, high notoriety, public, or special interest cases, shall 
immediately be referred to the OCS Administrator, or designee for appropriate disposition. 
 
[Sections 52070.12.2 through 52070.24.2.2 are unchanged] 



 
52070.24.3 CCMS Security 
 Revised August 9, 2011 
Computers or computer terminals that have the CCMS program shall be restricted to DAPO, 
gang investigators, Investigative Service Unit personnel, and OCS personnel use only. 
Inmates/parolees shall have no access to a computer or computer terminal that has the CCMS 
program. 
The CCMS program shall be only on computers which are protected by a security system 
approved by the Assistant Secretary, EIS (i.e., Watchdog). 
In the event of computer failure, the authorized user shall contact the local Associate Information 
Systems Analyst (AISA) or EIS for assistance.  No computer shall be removed from its assigned 
station for repair or other reason unless the hard drive has been erased and reformatted either by 
magnet or system commands. 
 
52070.25 Gang Information Restriction 
 Revised August 9, 2011 
Except OCS and as otherwise provided for in DOM, Chapter 6, Article 2 and this DOM Article, 
there shall be no departmental computer system or program, or other method of data storage, 
including written lists, which contains gang affiliation and/or gang intelligence information about 
individuals. 
 
[Sections 52070.26 through 52070.31.2 are unchanged] 
 
52070.31.3 Newly Assigned Gang Investigators Training 
 Revised August 9, 2011 
Gang investigators shall receive orientation training as soon as possible within thirty (30) days of 
their assignment from the Senior Special Agent or designee, Gang Intelligence Operations, OCS, 
and either the DAI, Chief of Investigative Services or the DAPO, RPA, or designee. 
The Senior Special Agent shall arrange and coordinate the training.  The instructor shall 
designate the training location. 
 
[Sections 52070.32 through 52070.34 are unchanged] 
 


